Discover 1_9_1 Part I

9.1.1 Troubleshooting

What information the troubleshooting documentation include?

Why should we document all steps taken in troubleshooting, even the ones that did not solve the issue?

9.1.2 Gathering information

What is one of the first ways to gather information?

What kind of questions should you ask the individual who reported the problem and other affected users?

What is the next step to gather information?

What are the network monitoring tools?

9.1.3 Approaches to Troubleshooting

What are some of the structure troubleshooting techniques available?

What is the example of a layered approach?

What does top-down approach start with?

What does bottom-up approach start with?

What is divide-and-Conquer approach?

9.1.3 (2)

What do Trial and Error troubleshooters do with troubleshooting?

What is the advantage and disadvantage Trial and Error?

What is the substitution approach and what is the advantage of this approach?

9.1.3 (3)

Do the activity.

9.2.1 Detecting Physical Problems

What are a large proportion of networking problems related to?

What are physical problems concerned with?

What areas can physical problems occur?

9.2.2 Software Utilities for Troubleshooting Connectivity

What are some of the available utilities that can help identify network problems?

9.2.3 Troubleshooting Using Ipconfig

what is Ipconfig used to do? Try this method in a PC machine.

What is Ipconfig/all used to do? Try this method in a PC machine.

What are Ipconfig/release and ipconfig/renew able to do?

9.2.4 Troubleshooting Using Ping

Try ping google.com

What is the echo request and what is echo reply?

If a ping is sent to a name, such as www.cisco.com, what is a packet first sent to?

If a ping to the IP address succeeds, but a ping to the name does not, where is the problem?

9.2.4 Troubleshooting Using Ping

If pings to both the name and IP address are successful, but the user is still unable to access the application, where will be the problem?

If neither ping is successful, where will be the problem?

If the ping to the default gateway is successful, what will probable be the problem?

If the ping to the default gateway fails, what will probably be the problem?

How many echoes and waits does the basic ping command usually issue?

9.2.5 Troubleshooting Using Tracert

What connectivity information does the Tracert utility provide?

What can tracert help identify?

How many hops will the basic tracert utility allow between a source and destination device before it assumes that the destination is unreachable?

9.2.6 Troubleshooting Using Netstat

What does Netstat do?

What major security threat can unexplained TCP connections pose?

9.2.7 Troubleshooting Using Nslookup

what does the nslookup utility allow an end-user to do?

